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Attendees
Name Organization Sector
Andrew Gallo – Vice Chair GWU Network Operator
Tony Tauber Comcast Network Operator
Musa Stephen Honlue AFRINIC Network Operator
Nick Hilliard INEX IXP

Arturo Servin Google CDN/Cloud
Provider

Melchior Aelmans Juniper Vendor
Nicolas Fiumarelli LACNIC RIR
Kevin G. Chege Internet Society -
Leslie Daigle Global Cyber Alliance -
Andrei Robachevsky Global Cyber Alliance -
Alejandro Fernández-Cernuda Global Cyber Alliance -
Pablo López-Aguilar – Secretary Global Cyber Alliance -

Apologies were received from:
Mr. Flavio Luciani - NAMEX
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Mutually Agreed Norms for Routing Security (MANRS)

Agenda Item 1: Meeting Minutes Approval (Pablo)
● Minutes of the last three SC meetings (i.e., November 2023, February 2024, and April

2024) were approved.

Agenda Item 2: Engagement Updates (Alejandro)
● The engagement activities have been performed according to the plan, with key

updates including the publication of the Q1 newsletter, active blog, and social media
engagement.

● The 1st MANRS Community Meetings took place in May, and GCA has participated in
events including GÉANT’s STC (Brussels, April), RIPE (Krakow, May), ESBG
(Brussels, May), M3AAWG (Vienna, June), NANOG (Kansas City, June). Next events
will be the attendance to the IETF & BEACON-PhNOG, and yet to be confirmed
M3AAWG, LACNIC, NANOG, and RIPE.

● Significant milestones have been achieved in RPKI and ROV figures, and the GCA
Dev Team has made its first major contribution to the MANRS Observatory. Ongoing
initiatives include continued conversations with the FCC and new exploratory projects
with journalists and financial institutions.

Agenda Item 3: Responding to the FCC NPRM (Leslie)
● GCA is planning to submit comments emphasizing the value of MANRS as an

industry-led initiative and detailing the current state of routing security.
● The significance of MANRS being an industry-led initiative, might ensure its feasible

implementation.
● It's important to emphasize the observations on the state of ROAs in the target

geography, highlighting how MANRS effectively addresses and improves routing
security issues in those regions.

Agenda Item 4: MANRS SDP (Andrei)
● The draft standard development process (SDP) will be shared with the members of the

SC. Any feedback will be valuable for enhancing the document's quality.
● A brief definition of the MANRS Ecosystem roles and entities was provided.

Agenda Item 5: Revising the status of MANRS action 4 RPKI
(Andrei)

● RPKI (ROA) adoption is increasingly prevalent in operational practices and regulatory
contexts like the FCC NPRM. It may be prudent to review NetOps Actions and
consider making Action 4, which pertains to RPKI.

Agenda Item 6: Any other Business
● Sofia Silvia Berenger will be invited to the next meeting that will probably take place in

September.

There being no other issue discussed, the meeting was closed.
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